
/sc/ctc/wp-content/uploads/2015/06/SCR-2178_2014_EN.pdf
/securitycouncil/ctc/content/about-us-0
/securitycouncil/ctc/content/about-us-0
/securitycouncil/ctc/content/frequently-asked-questions-faqs
/securitycouncil/ctc/content/frequently-asked-questions-faqs
/securitycouncil/ctc/content/frequently-asked-questions-faqs


¶ In resolutions, 2322 (2016), 2331 (2016), 2341 (2017) and 2396 (2017), the Security Council 
calls upon Member States to collect and preserve digital evidence so that investigations and 
prosecutions may occur to hold those responsible for terrorist attacks accountable. 

 
¶ In resolutions 2341 (2017), 2354 (2017), 2395 (2017) and 2396 (2017), the Council 

acknowledges the need to develop public-private 

 



an independent non-governmental organization (NGO). This initiative, which involves numerous partners from 
government, the private sector, trade associations, civil society, academia, and multi-stakeholder forums, aims 
to support the global technology industry, with a focus on small platforms and service providers, to tackle 
terrorist exploitation of their technologies, while respecting human rights.  

CTED has also been an important partner of the Global Internet Forum to Counter Terrorism (GIFCT), founded 
by Facebook, Google, Microsoft, and Twitter in 2017, and now an independent NGO. CTED is a member of 
GIFCT’s Independent Advisory Committee and its working groups on Academic and Practical Research and 
Legal Frameworks (Data). 
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