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more than 40 per cent of the average monthly 
income, and African users pay more than three 
times the global average for mobile data.2 Fewer 
than half of the world’s countries track digital 
skills, and the data that exist highlight the depth 
of digital learning gaps.3 Two decades after the 
World Summit on the Information Society, the dig-
ital divide is still a gulf. 

Data divides are also growing. As data are col-
lected and used in digital applications, they gen-
erate huge commercial and social value. While 
monthly global data traffic is forecast to grow by 
more than 400 per cent by 2026, activity is con-
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We urgently need to find ways to harness digi-
tal technologies for the benefit of all. We need 
national and international governance arrange-
ments that prevent their misuse. We must 
shape innovation in ways that reflect universal 
human values and protect the planet. Unilateral 
regional, national or industry actions are insuf-
ficient: this cooperation must be global and  
multi-stakeholder to prevent digital inequalities 
becoming irreversible global chasms. 

I propose the development of a Global Digital 
Compact that would set out principles, objec-
tives and actions to advance an open, free, 
secure and human-centred digital future, one 

that is anchored in universal human rights and 
that enables the attainment of the Sustainable 
Development Goals. 

I outline three areas in which the need for 
 multi-stakeholder digital cooperation is urgent. I 
set out how a Global Digital Compact can help to 
realize the commitment in the declaration on the 
commemoration of the seventy-fifth anniversary 
of the United Nations (General Assembly reso-
lution 75/1) to shaping a shared vision on digi
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What does a shared vision on 
digital cooperation involve?

A shared vision on digital cooperation requires 
collectively setting goals and pursuing action to 
safeguard and advance our digital future.

CLOSING THE DIGITAL 
DIVIDE AND ADVANCING 
THE SUSTAINABLE 
DEVELOPMENT GOALS

We have already set ambitious goals for uni-
versal and meaningful connectivity. The Kigali 
Declaration of 2022, agreed at the World 
Telecommunication Development Conference, 
details what that involves: available, interopera-
ble, high-quality and sustainable infrastructure; 
inclusive, affordable and secure coverage; and 
the capacity and skills for people to make full 
and safe use of connectivity. At the Transforming 
Education Summit held in September 2022,  
90 per cent of the 133 national commitments 
contained references to digital learning and skills. 
Follow-up actions include initiatives to expand 
public digital learning opportunities for making 
free and open education resources accessible to 
teachers, learners and families in rural as well as 
urban communities.9 

What is needed now is concerted action to con-
nect the remaining 2.7 billion people, more than 
1 billion of whom are children and most of whom 
live in least developed countries; policy and finan-
cial investments to make broadband and mobile 
devices affordable and reliable; and a global effort 

to strengthen digital learning and skills, with tar-
geted efforts for women, girls and young people, 
so that everyone can take full advantage of the 
opportunities of connectivity and employers and 
workers can adapt to digital transformation. 

Supply-side initiatives are not enough for a 
human-centred digital transformation. A demand 
pull is also needed through the provision of digi-
tal public goods and services that are meaning-
ful for people and communities. Governments, 
including in the context of the Group of 20, and 
 multi-stakeholder partnerships, such as the Digital 
Public Goods Alliance, are exploring options for 
developing digital public infrastructure. These 
public goods harness huge amounts of data that, 
if safely governed and effectively used, can help 
countries to accelerate their development and 
advance the achievement of the 2030 Agenda 
for Sustainable Development. To enable schools, 
medical facilities, businesses and cultural insti-
tutions to pool resources and draw upon public 
data, digital public infrastructure must be open, 
inclusive, secure and interoperable. The capaci-
ties of public administrations to manage and pro-
vide digital services must be urgently built. 

As societies invest in these goods, a wealth 
of knowledge, best practices and experience 
is being gathered. The task before us now is to 
create common frameworks and standards for 
digital public infrastructure and services, build  
multi-stakeholder partnerships for scaling up 
their provision and ensure that people and public 
servants have the skills and opportunities to use 
and create value from digital technologies.
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FIGURE II 
GLOBAL DIGITAL COOPERATION AND THE SUSTAINABLE DEVELOPMENT GOALS

Digital IDs linked with bank or mobile money accounts can 
improve the delivery of social protection coverage and serve 
to better reach eligible beneficiaries. Digital technologies 
may help to reduce leakage, errors and costs in the design of 
social protection programmes.

Drone technology can monitor crops and provide information 
on how much water is needed. Software systems available 
through mobile apps can monitor and analyse data to help 
farmers to decide when to plant, fertilize, irrigate and harvest 
their crops.

Novel platform-based vaccine technologies and smart 
vaccine manufacturing techniques help to produce greater 
numbers of higher-quality vaccines. Open-source platforms 
can help accelerate and scale up vaccine delivery.

Accessible and affordable connectivity allows young people 

to can help ain.04n
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MAKING THE ONLINE SPACE 
OPEN AND SAFE FOR EVERYONE

We have committed to applying human rights online 
and to putting in place specific measures to protect 
people and communities, in particular women, chil-
dren, young people and older persons, persons with 
disabilities, Indigenous peoples and ethnic, religious 
and linguistic minorities. However, in every society 
around the world, harm is rampant. Open, safe and 
secure use of the Internet is slipping away from us – 
potentially permanently. 

Government shutdowns of the Internet, data-fuelled 
State surveillance and predatory business models 
pose serious risks to human rights. Disinformation, 
hate speech and malicious and criminal activity in 
cyberspace raise the risks and costs for everyone 
online. 

United Nations processes addressing cybersecurity 
have identified norms of responsible State behav-
iour to help safeguard peace and security online 
and are exploring confidence and capacity-building 
measures to advance them. States are also explor-
ing legally binding arrangements to tackle criminal 
threats as well as capacity for Governments and 
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Objectives could be aligned with the broad objec-
tives or themes being explored in jointly facili-
tated consultations. To support their practical 
implementation, the Compact should also iden-
tify achievable and measurable actions. Potential 
objectives and related actions could include the 
following objectives.

A. DIGITAL CONNECTIVITY AND  
CAPACITY-BUILDING

I propose the following objectives:

• Close the digital divide to connect all people, 
especially vulnerable groups, to the Internet in 
ways that are meaningful and affordable

• Empower people, through digital skills and ca-
pabilities, to participate fully in the digital econ-
omy, protect themselves from harm and pursue 
their physical and mental well-being and devel-
opment

Accordingly, I propose the following actions:

Member States should:

• Commit to putting in place policies and new fi-
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Accordingly, I propose the following actions:

Member States should:

• Commit to establishing a digital human rights 
advisory mechanism, facilitated by the Office of 
the United Nations High Commissioner for Hu
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gender-based violence, in order to create a more 
equal and connected world for women and girls

Accordingly, I propose the following actions:

All stakeholders should:

• Commit to developing common standards, 
guidelines and industry codes of conduct to ad-
dress harmful content on digital platforms and 
promote safe civic spaces, as follows: 

 » Online safety commissioners from different 
jurisdictions should collaborate to develop 
shared understandings and best practices 
that respect freedom of expression and ac-
cess to information while protecting against 
harm

 » Social media platforms should commit to and 
put in place co-regulation mechanisms, such 
as social media councils, that would ensure 
adherence to agreed standards across the 
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All stakeholders should:

• Commit to developing common definitions and 
data standards for interoperability, access to 
data according to type of data, and data quality 
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• Agree with industry associations to develop 
sector-based guidelines in order to ensure that 
technology developers and other users have 
applicable, relatable guidance for the design, 
implementation and audit of AI-derived tools in 
specific settings. Relevant United Nations en-
tities, such as the United Nations Educational, 
Scientific and Cultural Organization through its 
recommendation on the ethics of AI and the 
World Health Organization (WHO) through its 
Ethics and governance of artificial intelligence 
for health: WHO guidance, could support stake-
holders in developing sector-specific due dili-
gence and impact assessments

• Commit, together with technology developers 
and digital platforms, to reinforcing transparen-
cy and accountability measures, including es-
tablishing human rights and ethics teams and 
transdisciplinary and independent oversight 
boards, documenting and reporting cases of 
harm caused by AI systems, sharing lessons 
learned and developing redressal measures

• Commit to building cross-domain and multi- 
stakeholder regulatory capacity in the pub-
lic sector, including judicial capacity as  
noted by the High-level Advisory Board on Ef-
fective Multilateralism, to ensure that regula-
tions and public procurement of systems based 
on AI and other emerging technologies ad-
vance inclusion, safety, security and the prompt 
addressing of risks as they arise

• 
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IMPLEMENTATION,  
FOLLOW-UP AND REVIEW

The success of a Global Digital Compact will 
rest on its implementation. Different stakehold-
ers would be responsible for implementing the 
Compact at the national, regional and sectoral 
levels, taking into account regional contexts and 
respecting national policies, mandates and com-
petencies. Existing cooperation mechanisms, 
especially the Internet Governance Forum and 
the World Summit on the Information Society, as 
well as United Nations entities, including ITU, the 
Office of the United Nations High Commissioner 
for Human Rights, the United Nations Conference 
on Trade and Development, the United Nations 
Educational, Scientific and Cultural Organization 
and the United Nations Development Programme, 
would play an important role in supporting imple-
mentation, providing knowledge on issues and 
sectoral information, guidance and practical 
expertise to facilitate dialogue and action on 
agreed objectives. 

Such individual efforts, however, must be under
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Multi-stakeholder participation could be sup-
ported by a trust fund that could, inter alia, spon-
sor a Digital Cooperation Fellowship programme 
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rights and values and to assist researchers and 
innovators with practical guidance on developing 
responsible and trustworthy AI. 

To support the preparation of the agenda of the 
Digital Cooperation Forum, I would establish a tri-
partite advisory group drawn from a diverse and 
representative group of State, non-State and United 
Nations participatory stakeholders, building upon 
the experience of multi-stakeholder implemen-
tation of the Road Map for Digital Cooperation. 
Membership would rotate every two years to enable 
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Conclusion 

Almost four years have passed since the High-
level Panel on Digital Cooperation published its 
report. More than two years have passed since the 
release of my Road Map for Digital Cooperation 
and Our Common Agenda, which outlined options 
for practical action to advance digital coopera-
tion. The High-level Advisory Board on Effective 
Multilateralism has offered important new ideas. 
The time for talking about the need for digital 
cooperation has long passed. We need to focus 
on how we make this a reality. We need to act now, 
and with speed, if we are to recover the potential 
of digital technologies for the equitable and sus-
tainable development that is slipping away from 
us and the planetary crisis that confronts us. We 
must work together if we are to restore the trust 
that unconsidered,  irresponsible or malicious 
use of digital technologies has damaged in and 
among societies, the private sector and States. 
Furthermore, we must commit to sustained 
 follow-up and review, so that agreed principles 
and priorities are translated into practice and we 
do not retreat into siloed debates. 

The ideas set out in the present policy brief are 
neither exclusive nor exhaustive. They can, how-
ever, provide a basis for discussion and debate in 
the consultations on the Global Digital Compact 
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FIGURE IV 
TIMELINE OF THE GLOBAL DIGITAL COMPACT

September 2024: 
Summit of the Future

Late 2023-second quarter 2024
Negotiations on the Global Digital Compact

June 2019
Recommendations of the Secretary-General’s 
High-Level Panel on Digital Cooperation

2025: World Summit 
on the Information 
Society review

September 2020
Declaration of the commemoration of the 
75th anniversary of the United Nations

January-May 2023
Informal consultations with Member States and 
stakeholders undertaken by co-facilitators on a 
Global Digital Compact

May 2023
Secretary-General’s policy brief on a Global 
Digital Compact: an open, free and secure 
digital future for all

June-August 2023
Development of an issues paper 
based on the co-facilitated consultations

June 2020
Secretary-General’s Road Map for Digital Cooperation

February 2022
Consultations led 
by the President of the General Assembly

September 2021
Our Common Agenda report

September 2023
Presentation of the issues paper 
at the ministerial meeting
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MULTI-STAKEHOLDER 
BODIES ESTABLISHED BY 
THE GENERAL ASSEMBLY

Internet Governance Forum (annual, since 2005); 
multi-stakeholder forum on science, technology 
and innovation for the Sustainable Development 
Goals (

https://www.intgovforum.org/en
https://sdgs.un.org/tfm/sti-forum
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Annex II: Selected United Nations 
documents on digital technologies

GENERAL ASSEMBLY

• Universal Declaration of Human Rights, 
 resolution 217 A (III), December 1948

• International Covenant on Civil and Political 
Rights, resolution 2200 A (XXI), December 1966

• Guidelines for the regulation of computerized 
personal data files, resolution 45/95, Decem-
ber 1990

• World Summit on the Information Society, reso-
lution 56/183, December 2001

• Science and technology for development, res-
olution 58/200, December 2003 (and subse-
quent resolutions)

• The right to privacy in the digital age, resolution 
68/167, December 2013 (and subsequent reso-
lutions)

• Transforming our world: the 2030 Agenda for 
Sustainable Development, resolution 70/1, 
 September 2015

• Outcome document of the high-level meeting 
of the General Assembly on the overall review 
of the implementation of the outcomes of the 
World Summit on the Information Society, reso-
lution 70/125, December 2015

• Developments in the field of information and 
telecommunications in the context of interna-
tional security, resolution 53/70, since 1998 
(and subsequent resolutions)

• Impact of rapid technological change on the 
achievement of the Sustainable Development 
Goals and targets, resolution 73/17
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• International Telecommunication Regulations 
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Annex III: Consultations

The present policy brief builds upon the founda-
tion laid by the report of the Secretary-General’s 
High-level Panel on Digital Cooperation of June 
2019, the Secretary-General’s Road Map for 
Digital Cooperation of June 2020 and the report 
of the Secretary-General entitled “Our Common 
Agenda” (A/75/982).

It has benefited from interaction with different 
stakeholders representing Governments, inter-
national organizations, civil society, including 
academia and youth, the private sector and the 
technology community. These consultations and 
meetings were held over nine months between 
June 2022 and March 2023, in person in Barcelona, 
Spain, Berlin, Brasilia, Brussels, Bucharest, Doha, 
Geneva, Kigali, Mexico City, Nairobi, New Delhi, 
New York, Riyadh, Tokyo, Valletta and Vienna, as 
well as online.

The following United Nations entities contrib-
uted inputs: Department of Economic and Social 
Affairs, International Labour Organization, 
International Telecommunication Union, Office 
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Endnotes 

1 See International Telecommunication Union (ITU), Measuring digital development: Facts and Figures 2022 (Geneva, 2022).

2 Ibid.

3 See Wiley, Digital Skills Gap Index 2021 (New York, Wiley & Sons, 2021), white paper.  
Available at https://dsgi.wiley.com/download-white-paper. 

4 See United Nations Industrial Development Organization (UNIDO), 
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